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1 Introduction

This section includes an introduction to documents for this product and other document-
related instructions.

1.1 About documentation

This document contains instructions for a trained installer to properly install, configure, and
operate this control panel, and all optional peripheral devices. Review this document before
beginning the installation to determine the hardware and wiring requirements for the features
used.

Throughout this document, the words “control panel ” refer to all control panels covered by
this document (Solution 2000/3000).

Notifications

This document uses Notices, Cautions, and Warnings to draw your attention to important
information.

Notice!
These include important notes for successful operation and programming of equipment, or

indicate a risk of damage to the equipment or environment.

Caution!
These indicate a hazardous situation which, if not avoided, could result in minor or moderate
injury.

Warning!
These indicate a hazardous situation which, if not avoided, could result in death or serious

> B =

injury.

Copyright

This document is the intellectual property of Bosch Security Systems, Inc. and is protected by
copyright. All rights reserved.

Trademarks

All hardware and software product names used in this document are likely to be registered
trademarks and must be treated accordingly.

1.2 Bosch Security Systems, Inc. product manufacturing dates

Use the serial number located on the product label and refer to the Bosch Security Systems,
Inc. website at http://www.boschsecurity.com/datecodes/.

The following image shows an example of a product label and highlights where to find the
manufacturing date within the serial number.

Bosch Security Systems, Inc. Installation Guide 2017.10| 03 | F.01U.298.026
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WEBDOEV2

F.01U.271.805
Wireless Keyfob

IUI-SOL-ADAPTER B426-M B4AS0K-M B443 BMC-3G Receiver

F.0111.292.966 F.01U.332.307 F.01U,332.308 F.01U.323.796 Multicom Alarm {avalable anly for AL/NZ)

Direct link/ Cloud Connected CFouII Connected Plugin 3G GPRS Data Communicator

Programming c i 2 .

adapter {Requires 2 36 Tata SIM) plalamy e AR

Upto2C

System Overview

Product Matrix

ions Modul

ICP-SOL2-P
F.01U.292.968
Solution 2000

ICP-SOL3-P

F.OLU.292.967
Solution 3000

N 7

PANEL FEATURES:
= Bf16 fully programmable zones

= Partitionable into 2 separate areas

Up to 4 Codepads

::—-—ﬂ—
— S

= 1 installer code and 32 users with RF keyfobs
> 16 wireless devices (on Solution 2000}

Bosch Remote Security
Control Plus App

HCT4
F.010.271.582

Button Premium
Keyfob

B30a {available anly for AUMNZ]

F.01U.323.802

SDI2 8 Output

Expansion Module

{Up to 2 Per System)

WI-S0LICON IUI-SOLTEXT IU-SOLTS4 IUI-SOLTSS IUI-SOLTST
F.01U.301.794 F.01U.301.795 F.01U.303.351 F.01U.335.887 F.O1U.303.249
LCD Icon LCcD 43" b 5" k ™ b
Codepad Alphanumeric Codepad Codepad
Codepad {availaibie cmly for {awailable only far {awailable arily far
Aumz) AYNT) AMNT}

Figure 2.1: Product Matrix 2017

2.2

Configuration and Parts

BB10
F.01U.323.799
RADION Wireless.

Receiver
{1 only per system)

r 4 — A
4 A
4 a %
7 A |
RFRP
F.01U.253.616
“ﬂ RADION Wireless

-

This section lists each control panel's capacities and a parts list.

2.2.1 Control panel capacities

Features Solution 2000 Solution 3000
Number of users 32 32
Number of zones 4+4 (ZD) 8+8 (ZD)
Number of areas/partitions 2 2
Number of on-board outputs 4 4
Number of codepads 4 4
Number of B308 Octo-output modules 2 2
Number of B426 IP communicators 2 2
Number of B442 or B450 GPRS communicators 2 2
Number of WEBOOEV?2 receivers 1 1

Bosch Security Systems, Inc.

Installation Guide
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Features Solution 2000 Solution 3000
Number of RADION receivers 0 1
Number of RADION repeaters 0 8

2.2.2

2.2.3

Parts list

Control panels ship assembled from the factory with the following parts:

Literature

—  Control Panels (Solution 2000 / Solution 3000 ) Quick Reference Guide

—  Control Panels (Solution 2000 / Solution 3000 ) User Guide

HW pack

- EOL resistors
—  Battery wires
- PSTN lead

- Screws
Assembly

- PC board

Order separately

Order the accessories listed below to aid in the installation of your control panel. If you
ordered your control panel in a kit, you might already have these parts.

Accessory Type

Solution 2000

Solution 3000

Codepads Touchscreen, IUI-SOL- Touchscreen, IUI-SOL-
ICON, IUI-SOL-TEXT ICON, IUI-SOL-TEXT

Keyfobs HCT-4 HCT-4, RFKF-TB/RFKF-FB

Octo-output modules B308 B308

Receivers WES8OOEV?2 WES8O0OEV2, B810

Repeaters RFRP

Detectors Wired detectors Wired detectors, RADION

wireless detectors
Software A-Link Plus A-Link Plus
Ethernet communication modules |B426 B426

GPRS communication modules

B450 with B442 or B443

B450 with B442 or B443

Transformer

TFO08-B

TFO08-B

Other accessories:
Keyswitches

Battery

Siren

Strobe

RJ11 PSTN terminal
Control Panel Enclosure

2017.10| 03 | F.01U.298.026
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Installation workflow

Before installing and operating the control panel, read these instructions. Failure to follow
these procedures may cause the device not to function properly. Bosch Security Systems Inc.
is not responsible for any devices that are improperly installed, tested, or maintained.

This document does not contain special information about local requirements and safety
issues. Information on such issues is provided only to the extent that it is needed for
operation of the device. Ensure that you are familiar with all safety-related processes and

regulations in your area. This also includes how to act in the event of an alarm and the initial
steps to take if a fire breaks out. The operating instructions should always be available on site.
It is a required part of the system and must be given to the new owner if the system is ever

sold.
Use the workflow and checkboxes below as you complete steps.

|:| Install the enclosure

|:| Install the control panel

|:| Install and wire for telephone communication
|:| Install and wire for IP communications

|:| Install and wire the transformer

|:| Install and wire arming devices

I:I Install and wire outputs

|:| Install and wire inputs

|:| Complete the installation

See also

—  Install the transformer, page 24

—  Communication Information, page 68

—  B426/B426-M Conettix Ethernet Communication Modules, page 21
- B450/B450-M Conettix Plug-in Communicator Interfaces, page 21
—  Codepads, page 14

—  RADION keyfobs, page 19

- Keyswitches, page 23

- WEB8OOEV2 receiver, page 18

—  B308 Octo-output Module, page 20

Bosch Security Systems, Inc. Installation Guide
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14

en | Accessories

Control Panel

4

4.1

Accessories

Bosch Security Systems, Inc. manufactures a number of accessories that can be used in
conjunction with the control panel. These devices enhance certain features to make the
system extremely flexible.

Some sections include basic installation instructions. For detailed installation instructions,
refer to the Installation Guide that came packaged with the device.

Codepads

The Solution 2000/3000 control panels support two types of codepads: an alphanumeric LCD
codepad (IUI-SOL-TEXT) and an icon LCD codepad (IUI-SOL-ICON).

IUl - SOL -TEXT Ul - SOL - ICON
( \ BOSCH
® BOSCH 123 456 738

N A=

@ o~ A O

A B v (1) C2) ()
. 2 > (e ) Cs) (e )
4 5 6

: : — ) o (o)
* 0 # (* STAY) ( 0 ) (#AWAY)

\ J

Installation
Set the address switches for the proper address, mount the mounting plate, wire to the

control panel, and attach the codepad to the mounting plate.

Notice!
Do not remove the spring from the tamper switch on the IUI-SOL-ICON. Removing the spring
will cause a Codepad Tamper Trouble and a report will be sent if configured to do so.

Set the address

The IUI-SOL-TEXT and IUI-SOL-ICON have 6 DIP switches that support SDI2 addresses 01 to
16. DIP switches determine the address for the codepad. The control panel uses the address
for communications. Use a ballpoint pen to set the switches.

2017.10| 03 | F.01U.298.026 Installation Guide Bosch Security Systems, Inc.
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If multiple codepads reside on the same system, each codepad must have a unique address.
The Solution 2000/3000 control panels support up to 4 codepads, addresses 01-04. DIP
switch address settings greater than 4 prevent the codepad from processing messages
received on the SDI2 bus and the option bus. Any change to the DIP switch requires a power
cycle or software reboot of the module for the new external address to be read.

DIP Switch Codepad DIP Switch Number
Address 1 2 3 4 5 6
1 On Off Off Off Off On
2 Off On Off Off Off On
3 On On Off Off Off On
4 Off Off On Off Off On

Table 4.1: Codepad DIP switch address settings

Install the module
1. Use the provided anchors and screws to mount the codepad base on the wall.

2. Pull the necessary wiring through the mounting plate.

Wire to the control panel
Wire the codepad to the control panel using the control panel terminals labeled R, Y, G, B

(PWR, A, B, COM). Connect them to the codepad terminals labeled R, Y, G, B. Connect
codepads to the SDI2 data bus by parallel wire run from the control panel to each codepad,
wire from codepad to codepad, or a combination of the two. Use a maximum of 7500 ft (2286
m) of 22 AWG (0.8 mm) wire for all devices connected to the SDI2 bus combined.

©0000000000q” (3
Lt - [PWRA B COMPWR A B coﬂ/l

—— ETesTasTE
RYGB

R Y G B
PWR A B COM

Bosch Security Systems, Inc.
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4.1.1

Callout - Description

1 - Control panel

2 — Terminal wiring

3 — Codepad’s wiring terminal block

Installer Menu

Use the menu tree below to program the control panel from the IUI-SOL-TEXT codepad. To
program the control panel from the IUI-SOL-ICON, use the programming address indicated in
brackets [ ] next to each command as shown in the Menu Tree.

Example:

To program Exit Time using the IUI-SOL-TEXT

Method 1: By Text Menu

1. Enter the Installer Code, followed by [-] or [#] key (for example, [1234#]),

2. Then press keys [3], [1], [3] to enter [Exit time] and program the exit time.

Method 2: By address programming

1. Enter the Installer Code, followed by [-] or [#] key (for example, [1234#]),
2. Press [8] [1] to enter address programming.

3. Press [470 #] to enter Exit Time address to program.

To program Exit Time using the IUI-SOL-ICON
Enter the Installer Code followed by [#] key, then press [470 #] to enter Exit Time address to
program.

2017.10| 03 | F.01U.298.026 Installation Guide Bosch Security Systems, Inc.
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Installer
Passcode Fault analysis Day alarm
Inquire Event recall Arm/disarm seq.
Cloud status Report monitor
Command Modem call init.
System @ Domestic phone
Version display
1|RF zone Factory default
RF diagnose RF Keyfob 2 Y
RF Repeater
Horn speaker
Test Bell test
Strobe test
{4] Walk test
Test report
Installer code [181]
Entry time1 [466]
Access retry [424] Entry time2 [468]
Access User allocate  [5634] Exit time [470]
User property |:= User authority [189] Entry guard time for STAY mode [472]
Sensor watch time [476]
{6 ] Codepad lockout time [478]
Timer {7]Auto arm pre-alert time [481]
Auto arm time [482]
System {9] Auto disarm time [486]
Silent codepad panic alarm [493.1]
Codepad Silent codepad fire alarm [493.2]
Auto arm in STAY1 [496.3] Silent codepad mediclal algrm [493.3]
Arm/disarm Single button arm enable [497.2] Codepad access denied silent [493.4]
Single button disarm enable  [497.3] Codepad fault beep enable  [498.1]
Disarmed on power up [495.1] (6] Codepad display off after 60s [497.1]
Arm/disarm track on power up  [495.2]
{6] Phone remote arm [177.2]
Answer machine bypass on arm [177.3]
Ignore AC fail [494.2]
Fault AC fail report wait time [494.1]
Warning device fault monitor ~ [492.2]
[4] Phone line fault indicator [176.1] RF receiver [395]
Phone line fault alarm on armed [176.2] Zone RFID and input option [1820]
(6] Phone line fault alarm on disarm [176.3] Keyfob RFID [1500]
Lockout phone line fail alarm [179.2] 4] Repeater RFID [1980]
Onboard tamper trigger alarm  [495.3] RF supervision time [393]
{6 | RF jam sensitivity 304
Wireless {7]RF RECE jam/tamper siren alarm {396?2]
[8] RFKF button4 arm in STAY1 [492.4]
[1] Home UCSRED) [2500] RF arm/disarm strobe indicator [492.3]
Button factory default enable [900] :
Alarm memory reset on disarm  [497.4]
| {6]System option 1 STAY indicator for day alarm [496.4]
Digit 3 for codepad duress alarm  [498.2]
6] Siren and strobe output in STAY  [498.3]
Speaker beep volume [491]
{8] Country code [112]
. Domestic Dail Fail To Report [110.1]
System option 2 Installer Arm/Disarm Function [110.2]

Bosch Security Systems, Inc.

Installation Guide
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18 en| Accessories Control Panel

Installer
Passcode Zone config [267]
Zone allocate [502]
Zone Zone name [2536]
Day alarm zone  [265]
STAY2 zone [381]
6] EOL resistor [266]

Zone state report  [392]
Swing shutdown Siren swing shutdown count [379]

Report swing shutdown count [380]

Silent zone tamper alarm [498.4]
Unseal RF zone that failed monitor [396.3]
Bosch Smart Lockout enable [492.1]
Zone pulse count handover enable [494.3]
Codepad area [518] Handover delay in order [494.4]
Area : Area option Arm/disarm all areas once [501.2]
[=

Reset siren from any area  [500.3]

—@ Zone option

Onboard output [436]
Codepad output [460]

Output Extend output  [646] S D TS [479] First phone number [0, 40, 1417, 1457]
Siren config Siren sound rate 480] Second.phone number [16, 56, 1433, 1473]
Siren sound on RF receiver fail [396.1] jansmit format [33, 73, 1450, 1490]
Subscriber ID number [34, 74, 1451, 1491]
Receiver config {5]IP + Port / Email [1000, 1200, 2060, 2260]
Comm 1] Network module 81,82 {6] CSVIP user name and password [1100, 1300, 2160, 2360]
Network config A-LinkIRSC password {83] ! Conettix ACK wait time [1401, 1405, 1409, 1413]
[8] Conettix heart beat time [1403, 1407, 1411, 1415]
{9] Conettix anti-replay enable [1400]
STAY mode arm/disarm report enable [178.2]
Report config {2] Arm/disarm report only if alarmed [178.1]
First disarm/last arm report [500.1]
Ring count [175] Arm/disarm report option [403]
Comm option 1 Report function enable [177.1] Codepad report option [411]
Exit A-Link connection on alarm [180.3] [6] Test report time and interval [428, 434]
(4] System status report option [427] Test report only when armed [496.1]
Use bell-103 for FSK format [177.4] [8]Test report on siren reset [496.2]
[6] DTMF dial pulse to 1 digit'sec  [179.1] {9 ] Test report option [435]
Set up domestic dialing format  [*]
[8] DTMF timing compensation [111]
X Telco arming sequence [113]
Comm option 2 ‘ Telco disarming sequence [143]
Delay alarm report time [474]
Kiss-off wait time [490]
Address program Delay siren until transmit over  [178.3]
Parameter Address auto step Test adapter (6] Extend wait for handshake [178.4]
Adapter Read adapter Upload/download enable [180.1]
Write adapter {8] Callback phone number request [180.2]

{9] Callback phone number [159]

* Refer to Command 965 - Set up Domestic Dialing Format, page 27.

4.2 WES8OOEV2 receiver

The WEBO0OEV?2 is designed to provide a convenient ON/OFF control for the Solution
2000/3000 series control panel. Provision is also made for the control of up to two (2)
external devices via on-board relays.

Install the module

1. Remove the small knockout in the Solution 2000/3000 control panel for the antenna and
insert the supplied rubber grommet.

2. Install the WEBOOEV2 PCB in the control panel with the top of the PCB in the slot
provided at the top of the case and secure with the provided screw at the bottom of the
PCB.

3. Thread the antenna wire through the grommet into the “ANT” terminal.

Wire to the control panel

Connect the 3 pin plug to the jumper labeled WE800 on the control panel. Note that the
connector will only install one way. If the relays are to be used, a wire will need to be
connected from the +12V terminal on the WEBOOEV2 to a +12 terminal on the control panel.
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Add/delete keyfobs

md 0

Notice!

When purchasing a WEB0OEV2 kit, the keyfobs supplied are already learned to the WES0OOEV2
with both relays set for momentary operation. If a different relay set-up is required, delete the
keyfobs, then add them back again.

4.3

4.4

4.5

To add keyfobs:
1. Press the Learn/Delete switch once. Note that the LED will flash rapidly.
2. Press the button on the keyfob to be learned that corresponds to the desired relay
function.
Button 1 — Both outputs momentary
Button 2 — Output 1 toggling. Output 2 momentary.
Button 3 — Output 2 toggling. Output 1 momentary.
Button 4 — Both outputs toggling
3. Repeat for additional keyfobs.
4. Press the Learn/Delete button when finished adding keyfobs to complete the process.

To delete keyfobs:
Press and hold the Learn/Delete switch. Note that the LED will light and then extinguish after
4 seconds. The EEPROM is now erased. Individual keyfob deletion is not possible.

HCT-4 keyfob

This Button Premium Keyfob can be used in conjunction with the WES0OEV2 RF Receiver
to operate the system remotely.

It can remotely arm and disarm the system in AWAY Mode or STAY Mode 1 and can activate
remote Panic Alarms. It can also operate outputs such as garage doors, swimming pool
pumps, or outside lights.

RADION receiver B810

The B810 is a wireless receiver that connects RADION wireless peripherals such as the motion
detectors, keyfobs, panic buttons, repeaters, and more, to supported Bosch control panels
using the SDI2 Bus connection.

For more information, refer to the installation and operation manuals for this product.

RADION keyfobs

RADION keyfob allows you to arm or disarm the security system, or send a panic alarm. The
control panels support two RADION keyfob models, RFKF-FB and RFKF-TB, that communicate
with the control panel using the RADION receiver SD. On the four-button version, two option
buttons are user-defined to perform additional functions. To operate these buttons, simply
press and hold either button for at least one sec in order for the desired feature to work.
Panic alarm

The keyfob sends a panic code to your monitoring company if your security system is
programmed to do so. Press both the lock and unlock buttons simultaneously for more than
600 milliseconds to send a panic alarm.

LED indicator
The LED flashes to indicate a signal was sent to your security system.
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4.6 RADION repeater
RADION repeater receives transmissions from RADION transmitters and re-transmits them to
improve transmitted message reliability and range for compatible transmitters and its
assigned compatible receiver.
For more information, refer to the installation and operation guides for this product.
4.7 RADION detectors
For more information regarding the sensors supported by the Solution 3000 control panel,
refer to the installation and operation manuals for the B810 wireless receiver.
See also
—  Add or Delete RF Wireless Devices, page 41
4.8 B308 Octo-output Module

The B308 Octo-output Module is a supervised device that provides 8 programmable outputs
(Form C relays) and connects to control panels through the SDI2 bus. Each output provides
dry contact switching rated for a maximum of 1.0 A at 24 VDC. The outputs are accessed
through on-board screw terminal connections. The address switches are used to set the
module’s SDI2 address. Control panel programming determines each output’s response to
specific events. The B308 receives serial data from the control panel and activates outputs in
response to control panel conditions and settings. Outputs can be programmed for remote
control from a control panel codepad or computer (A-Link) or smartphone application (RSC).

Set the address

Two address switches determine the address for the B308 Octo-output Module. The control
panel uses the address for communications. Use a slotted screwdriver to set the two address
switches. Set the address switches per the control panel configuration.

The module’s address switches provide a tens and ones value for the module’s address. Set
the tens switch to 0 and the ones digit 1 for module 1 ; set the tens switch to 0 and the ones
digit 2 for module 2.

Notice!

The module reads the address switch setting only during power up. If you change the
switches after you apply power to the module, you must cycle the power to the module in
order for the new setting to be enabled.

Install the module

After you set the address switches for the proper address, install the module in the enclosure.
Mount the module into the enclosure’s 3-hole mounting pattern using the supplied mounting
screws and mounting bracket.

Notice!
Remove all power (AC and battery) before making any connections. Failure to do so might
result in personal injury and/or equipment damage.

Wire to the control panel
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4.9

4.10

When you wire the module to a control panel, use the module’s terminal strip labeled with
PWR, A, B, and COM.

LED descriptions
The module includes one blue heartbeat LED to indicate that the module has power and to
indicate the module’s current state.

Flash pattern Function
Flashes once every 1 second Indicates normal operation state.
3 quick flashes every 1 second Indicates the module is in a “no communication” state

resulting in an SDI2 communication error.

ON steady A trouble condition is exist..

OFF steady Module is not powered or some other trouble condition is
prohibiting the module from controlling the heartbeat LED.

B426/B426-M Conettix Ethernet Communication Modules

The B426 Conettix Ethernet Communication Module is a four-wire powered SDI, SDI2, or

Option bus device that provides two-way communication with compatible control panels over

IPv4 or IPv6 Ethernet networks.

Typical applications include:

—  Reporting and path supervision to a Conettix Communications Receiver/Gateway.

—  Remote administration and control with A-Link Plus or our Remote Security Control
application for handheld devices.

—  Connection to building automation and integration applications.

The B426 is built for a wide variety of secure commercial and industrial applications. Flexible

end-to-end path supervision, AES encryption, and anti-substitution features make B426

desirable for high security and fire monitoring applications. It is capable as a stand-alone path

or it can be used in conjunction with another communication technology. For Fire Monitoring

applications, the B426 meets UL864 and NFPA72 standards for Single Communication

Technology with approved Bosch control panels.

B450/B450-M Conettix Plug-in Communicator Interfaces

md 0

Notice!
For B450-M only: Scan the QR code with your smart phone to access the control panel app
RSC+.

The Conettix Plug-in Communicator Interface is a four-wire powered SDI2, SDI, or option bus
device that provides two-way communication with compatible control panels over commercial
cellular networks using a plug-in communicator (available separately).

Use the B450 in combination with a plug-in communicator for primary or backup alarm
communication, remote control panel programming and other remote applications. The B450
supports Conettix IP protocol with full authentication, 256 bit AES encryption and resistance
to Denial of Service attacks. Use the B450 to add cellular network communications to existing
or new commercial security and fire installations.

Switch addressing

Use the address switch to assign a bus address or setup for USB or SMS configuration where
required. The address switch allows bus address selection.
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Configuration
For most installations, the default B450 settings allow installation with no device programming

required. For customized network settings, the B450 supports a USB configuration menu, or
configuration via SMS.

When the B450 is running in version 3 compatibility mode, it reports its module type as a
B426. Networking parameters can be configured using A-Link. When the cellular specific
parameters need to be modified, use USB or SMS to configure the module directly.

When the B450 is running in version 4 compatibility mode, it reports its own product type.
Both networking parameters and cellular specific parameters can be configured using A-Link.

LEDs
Three LEDs provide status and troubleshooting information about the module and its

connection.

LED Description

Heartbeat Indicates the system status of the B450 and its connection to the
control panel.

RX Indicates when an inbound packet is received on the bus.

TX Indicates when an outbound packet is transmitted on the bus.

Mounting considerations
Install in a location with acceptable wireless network signal strength. Mount the module into

the interior of a compatible enclosure. Use the 3-hole mounting pattern. Use the supplied
mounting screws.

Wiring considerations

The B450 connects to a control panel using a data bus connection via the module’s terminal
strip, or the module’s interconnect wiring connectors.

For data bus powered installations outside the compatible control panel enclosure, follow the
maximum wiring distances in the technical specifications. For further installations power from
a compatible auxiliary power supply.

A-Link Plus Software

You can program or control the Solution 2000/3000 control panels remotely using A-Link plus
Software. This software allows you to change your customer’s control panel without leaving
your office, which improves customer service and saves your time and money. For locations
where a control panel is installed hundreds of kilometers from your office, the Upload/
Download feature is invaluable.

A-Link plus software running in windows 7 OS: When selecting the control panel type during
the setup of a new customer database in the A-Link plus Software. The software version is
v4.7 or later and the control panel type is Solution 2000 or Solution 3000.

When you add a new customer in the A-Link plus Software, the “Installer code” and the “A-
Link Plus / RSC password” must match the values programmed in the control panel for
synchronization during connection to the control panel. If this location does not match those
of the control panel, the software and the control panel cannot be synchronized.

Minimum System Requirements
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4.12

4.13

4.14

System Component Minimum Requirement
Processor Intel PIIl 1.5 GHz or higher
Operating System Microsoft Windows 8

Microsoft Windows 7

Microsoft Windows Vista

Microsoft Windows XP with SP1,2 or 3

(In Vista and XP, Microsoft VC++2008
Redistributable Package shall be installed)

Hard Drive Free Space At least 4GB

Memory At least 256 MB

Mouse Windows compatible mouse

Video Standard VGA monitor capable of supporting

a resolution of 1024x768 or higher.

For instructions on installing and using A-Link Plus, refer to the A-Link Plus User Guide.

See also
- A-Link Plus Application, page 61

Remote Security Control

Remote Access Profile Builder (RAP Builder) is an account management application. It creates

profiles that grant Remote Security Control (RSC) users access to specific control panels. RSC

is an app for Android and Apple iOS devices.

Downloading the installation files:

1. Go to the Bosch website (au.boschsecurity.com).

2. Click on the Products tab and select Intrusion Alarm Systems.

3. On the right side of the page, under Online Tools, click the Remote Access Profile Builder
link.

4. After reviewing the required prerequisites, click Install.

5. Save the install file to your computer hard drive.

The Remote Security Certificate Builder link also includes the documentation needed to

install, configure, and use RSCB and the RSC application.

Remote Security Control Plus

Remote Security Control Plus (RSC+) app allows users to control their security systems
remotely from mobile devices such as phones and tablets.

RSC+ is an app for Android and Apple iOS devices. Refer to RSC+ Operation Manuals for more
details.

Keyswitches

Connect the keyswitch to any zone programmed as keyswitch zone, refer to Zone Types, page
97.
Program Keyswitch Zone Options, refer to Keyswitch Zone Options, page 103.
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When the Zone Type is programmed as keyswitch, Zone Options 1 replaces Keyswitch Zone
Options. A keyswitch zone can arm/disarm or momentary arm/disarm the area in STAY Mode 1
or AWAY Mode as configured. A keyswitch zone can only arm/disarm the area it belongs to. Its
zone number is reported as a user code number.

4.15 TF008 Plug Pack (TF008-B)

The TFOO8 plug pack is used with control panels.

The plug pack includes built-in thermal fuses that blow during overload or fault conditions to
eliminate a possible fire threat due to excessive heat buildup inside the casing.

The plug pack incorporates a three-wire flying lead that enables a MAINS earth connection
between the equipment and the plug pack. This connection might be required for lightning
protection on equipment connected to phone lines or for safety reasons such as earthing of
metal enclosures.

4.15.1 Install the transformer

Caution!

Do not short-circuit the terminals of the transformer: Shorting the terminals opens the
internal fuse, causing permanent failure. Connect the transformer to the 18-22 VAC terminals
of the control panel before plugging it into the power source.

Notice!
Plan Ahead
Route telephone, SDI2 bus wiring, and sensor loop wiring away from any AC conductors,

including the transformer wire. AC wiring can induce noise and low level voltage into adjacent

wiring.

1. Use 18 AWG (1.02 mm) wire minimum (12 AWG [2 mm] maximum) and connect the
transformer to the control panel. Make the wire length as short as possible. Do not
exceed 50 ft (15 m).

2. Connect the wire to the control panel.

Connect the wire to the transformer.

4. Plug the transformer into the power outlet.

w

4.16 DLA

Direct link adapter IUI-SOL-ADAPTER is one of accessories that can be used in conjunction
with the SDI2 Bus control panel.

DLA works with control panel via SDI2 bus cable.

—  Copy the control panel memory to the DLA.

—  Copy the DLA data to the control panel memory.

—  Control panel firmware upgrade.

A-Link Plus controls the control panel remotely via DLA.
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5.1.1

5.1.2

Configuration

Installer Commands

When working with an ICON codepad, there are nine commands in Installer’s Programming
Mode. To issue a command, enter the command number and press [#].

When working with an alphanumeric codepad, select the menu and issue a command after
entering the Installer Menu.

Command Description

958 Exit from Installer’s Programming Mode without saving changes

959 Test IUI-SOL-ADAPTER

960 Exit from Installer’s Programming Mode with saving changes and system
reset

961 Reset the control panel to factory defaults

962 Copy the control panel memory to IUI-SOL-ADAPTER

963 Copy IUI-SOL-ADAPTER data to the control panel memory

965 Set up domestic dialing format

966 Enable/disable the automatic stepping of locations during programming

999 Display the control panel firmware version number

Table 5.1: Installer’s Programming Commands

Command 958 - Exit from Installer's Programming Mode without saving
changes

This command exits from Installer’s Programming Mode. You can exit from Installer’s
Programming Mode from any location.

To exit from Installer’s Programming Mode:

Enter [9 6 O #]. The system returns to the disarmed state. When using the codepad, the STAY
and AWAY indicators are extinguished.

Command 959 - Test IUI-SOL-ADAPTER

This command initiates a test of the direct link adapter. You can only use the IUI-SOL-

ADAPTER Direct Link Adapter with the control panel.

The direct link adapter test is non-destructive, and any data in the direct link adapter remains

after the test is completed. One long beep indicates that the direct link adapter test failed.

Two beeps indicates a successful test.

If you remove the direct link adapter before the test is finished, the direct link adapter data

becomes corrupt. Do not remove the direct link adapter while the activity LED is lit or pulsing

rapidly.

To test the direct link adapter:

1. Enter the Installer Code (the default is 1234) and press [#] to enter Installer’s
Programming Mode. Two beeps sound and the STAY and AWAY indicators flash on the
codepad to indicate you entered Installer’s Programming Mode. The codepad displays the
data stored in Location 000.
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5.1.3

5.1.4

5.1.5

2. Connect the direct link adapter to the Bosch SDI2 Bus pins at the bottom of the control
panel printed circuit board.

3. Enter [95 9 #]. Two beeps sound after a successful test of the direct link adapter. A long
beep indicates that the direct link adapter data is corrupt and must be erased to clear the
corrupt data.

4. Enter [9 6 0 #] to exit from Installer’s Programming Mode. The STAY and AWAY indicators
are extinguished on the codepad and the system returns to the disarmed remote state.

5. Remove the direct link adapter from the control panel. Failure to exit from Installer’s
Programming Mode before removing the direct link adapter can corrupt the data in the
direct link adapter.

When working with a text codepad, go to Menu 831 [Test adapter] to test the DLA.

Command 960 - Save and exit from Installer's Programming Mode

This command saves and exits from Installer’s Programming Mode. You can exit from
Installer’s Programming Mode from any location.

To exit from Installer’s Programming Mode:

Enter [9 6 O #]. The system returns to the disarmed state. When using the codepad, the STAY
and AWAY indicators are extinguished.

Command 961 - Reset the Control Panel to Factory Default Settings

This command resets the control panel to factory default values. You can reset the control

panel from any location.

To reset the control panel to factory defaults:

1. Enter the Installer Code (the default is 1234) and press [#] to enter Installer’s
Programming Mode. Two beeps sound and the STAY and AWAY indicators flash on the
codepad to indicate that you entered Installer’s Programming Mode. The codepad
displays the data stored in Location 000.

2. Enter [9 6 1 #]. Two beeps sound and the system is reset to the factory default values.

When working with a text codepad, go to Menu 138 [Factory default] to reset the system to

factory default settings.

Command 962 - Copy the Control Panel Memory to IUI-SOL-ADAPTER

This command copies the control panel memory to the direct link adapter. You can only use

the IUI-SOL-ADAPTER Direct Link Adapter with the control panel.

To copy the control panel memory to the direct link adapter:

1. Enter the Installer Code (the default is 1234) and press [#] to enter Installer’s
Programming Mode. Two beeps sound and the STAY and AWAY indicators flash on the
codepad to indicate you entered Installer’s Programming Mode. The codepad displays the
data stored in Location 000.

2. Connect the direct link adapter to the Bosch SDI2 Bus pins at the bottom of the control
panel printed circuit board.

3. Enter [9 6 2 #].Two beeps sound after the control panel memory is successfully copied to
the direct link adapter. A long beep indicates that the direct link adapter is corrupt and
must be erased to clear the corrupt data.

4. Enter command [9 6 O #] to exit from Installer’s Programming Mode. The STAY and AWAY
indicators are extinguished on the codepad to indicate the system is disarmed.

5.  Remove the direct link adapter from the control panel. Failure to exit from Installer’s
Programming Mode before removing the direct link adapter can corrupt the direct link
adapter.
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5.1.6

5.1.7

When working with a text codepad, go to Menu 833 [Write adapter] to copy the control panel
memory to the DLA.

Command 963 - Copy IUI-SOL-ADAPTER data to the Control Panel

This command copies data from the direct link adapter to the control panel. You can only use

the IUI-SOL-ADAPTER Direct Link Adapter only with the control panel.

To copy the direct link adapter memory to the control panel:

1. Enter the Installer Code (the default is 1234) and press [#] to enter Installer’s
Programming Mode. Two beeps sound and the STAY and AWAY indicators flash on the
codepad to indicate you entered Installer’s Programming Mode. The codepad displays the
data stored in Location 000.

2. Connect the direct link adapter to the Bosch SDI2 Bus pins at the bottom of the control
panel printed circuit board.

3. Enter [9 6 3 #]. Two beeps sound after the direct link adapter’s data is successfully
copied to the control panel. A long beep indicates that the direct link adapter is corrupt
and must be erased to clear the corrupt data.

4. Enter [9 6 0 #] to exit from Installer’s Programming Mode. The STAY and AWAY indicators
are extinguished on the codepad to indicate the system is disarmed.

5. Remove the direct link adapter from the control panel Failure to exit from Installer’s
Programming Mode before removing the direct link adapter can corrupt the direct link
adapter.

When working with a text codepad, go to Menu 832 [Read adapter] to copy the DLA data to

the control panel.

Command 965 - Set up Domestic Dialing Format

Command 965 simplifies the setup of the domestic dialing format to a one-step operation.

Refer to Domestic Dialing, page 79 for more information.

To set up domestic dialing format:

1. Enter the Installer Code (the default is 1234) and press [#] to enter Installer’s
Programming Mode. Two beeps sound and the STAY and AWAY indicators flash on the
codepad to indicate you entered Installer’s Programming Mode. If on a text codepad, go
to menu 81 [Address Program]. The codepad displays the data Mode. The codepad
displays the data stored in Location 000.

2. Enter [9 6 5 #]. The command automatically sets Receiver 1 to domestic reporting and
sets other locations or Receiver 2 only (refer to the table Command 965 Defaults below).
No other locations are changed when you issue command 965.

3. If on a text codepad, enter the Installer Code (the default is (1234) and press [#] to enter
Installer’s Programming Mode. Go to menu 747 [Set Up Domestic Dialing Format], then
save and exit.

The transmission format is automatically set for domestic dialing and the Subscriber ID

Number set for one identification beep. All reports, except Zone Status reporting and System

Status reporting, are allocated to Receiver 1 for domestic dialing.

Zone Status Reports including Zone Bypass, Zone Trouble, Sensor Watch, and Alarm Restore

codes, and System Status Reports including AUX Power Supply Fail, AC Fail, Low Battery, and

Access Denied Reports are allocated to Receiver 2 and do not report unless Receiver 2 is also

set up to report.
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5.1.8

5.1.9

Location Description Default Value Setting

033 Transmission Format 4 Domestic

034 and 039 Subscriber ID Number 0,0,0,0,0,1 1 Beep

392 Zone Status Reporting Options 2 Receiver 2 only
403 Arm/Disarm Reporting Options 2 Receiver 2 only
424 System Status — Access Denied 6 Access Denied
427 System Status Reporting Options |2 Receiver 2 only
428 to 431, Test Report Time 0,0,0,0,0 Test Reports
434

435 Test Reporting Options 1 Receiver 1 only

Table 5.2: Command 965 Defaults

Command 966 - Enable/Disable the Automatic Stepping of Locations

This command allows the automatic stepping of locations when programming in Installer’s

Programming Mode.

Programming with the codepad provides no visual indication that Auto Step Mode is enabled.

To enable the automatic stepping of locations:

1. Enter the Installer Code (default = 1234) and press [#] to enter Installer’s Programming
Mode. Two beeps sound and the STAY and AWAY indicators flash on the codepad to
indicate you entered Installer’s Programming Mode. The codepad displays the data stored
in Location 000.

2. Enter [9 6 6 #]. Two beeps sound.

To disable the automatic stepping of locations:

Enter [9 6 6 #]. Two beeps sound.

Example (Auto Step Enabled)

To enter the Primary Telephone Number 02 (pause) 9672 1055 when auto step is enabled:

1. Press [0 #]. You are positioned at Location 000 (the Primary Telephone Number for
Receiver 1).

2.  Program the number by pressing: [10*2*13*9*6*7*2*1*0*5*5* 0*]

Example (Auto Step Disabled)

To enter the Primary Telephone Number 02 (pause) 9672 1055 when auto step is disabled:

Press [0 #].

You are positioned at Location 000 (the Primary Telephone Number for Receiver 1).

To program the number, press:

[IO*#2*# 13 *#Q*# O # 7 *#2*# 1 *#0*#5*#5*#07*]

When working with a text codepad, go to Menu 82 [Adapter auto step] to switch automatic

stepping enable/disable.

Command 999 - Display the Control Panel Firmware Version Number

When using the codepad, this command displays the firmware version of the control panel.

To display the control panel firmware version number:

1. Enter the Installer Code (the default is 1234) and press [#] to enter Installer’s
Programming Mode. If you are using the codepad, the STAY and AWAY indicators flash to
indicate you entered Installer’s Programming Mode.
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2. Enter [9 9 9 #]. If you are using the codepad, the codepad lights a zone indicator
corresponding to the first digit of the version number.

3. Press [*]. The codepad lights a zone indicator corresponding to the second digit of the
version number.

4. Press [*] again to display the last digit. If the digit is 0, no zone indicator displays.
(Example: version 1.1.0, in location from 999 to 997 shows as 110.)

5. Enter [9 6 0 #] to exit from Installer's Programming Mode. The system returns to the
disarmed state. If you are using the codepad, the STAY and AWAY indicators are
extinguished to indicate the system is disarmed.

When working with a text codepad, go to Menu 137 [Version display] to check the control

panel firmware version.

5.2 Disable Factory Defaults
This feature prevents the control panel from manually restoring the default settings by the
default button and prevents the use of a programming key to automatically download to the
control panel when the system is disarmed.
Item Location |Option Default | New
Button Default Options | 0900 0 = Button Factory Default Enable 0
15 = Button Factory Default Disabled

Enter the default setting of O for Location 900 to restore the control panel to its default
settings. Enter 15 for Location 900 to restrict the ability to restore the control panel to its
default settings and to require the Installer Code for future control panel programming.

If the Installer Code is unknown, you must restore the control panel to your Bosch distributor
for exchange. A nominal fee applies for this service.

md @

Notice!
The use of this feature is not recommended.

If you are required to disable the ability restore the control panel to its default settings, a
special procedure eliminates the possibility of accidentally setting this option. You must hold
down the default button on the printed circuit board (PCB) when programming this location.
To prevent manually restoring the default control panel settings:

1. Enter the Installer Code (the default is 1234) and press [#] to enter Installer’s
Programming Mode. Two beeps sound and the codepad displays the data programmed in
Location 000. If you are using the codepad, the STAY and AWAY indicators flash to
indicate you entered Installer’s Programming Mode.

Enter [9 0 O #] to move to Location 900.

Press and hold the DEFAULT button.

Enter [1 5 *] to program 15 into Location 900.

Release the DEFAULT button.

Enter [9 6 0 #] to exit from Installer’s Programming Mode. The system returns to the
disarmed state. If you are using a codepad, the STAY and AWAY indicators are

I

extinguished to indicate that the system is disarmed.
If Location 900 is not programmed as 15, do one of the following procedures to restore the
default control panel settings.
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To default the control panel settings using the Installer Code:

1.

Enter the Installer Code (the default is 1234) and press [#] to enter Installer’s
Programming Mode. Two beeps sound. The STAY and AWAY indicators flash to indicate
you entered Installer’s Programming Mode.

Enter [9 6 1 #]. Two beeps sound after the default control panel settings are restored.
Enter [9 6 O #]. The STAY and AWAY indicators stop flashing and the system returns to
the disarmed state.

The control panel default factory settings are restored.

To restore the default control panel settings using the default button:

1
2.
3.
4
5.

Disconnect the AC MAINS supply and the backup battery from the control panel.
Press and hold the DEFAULT button.

Reconnect the AC MAINS supply to the control panel.

Wait 3 to 5 sec and release the DEFAULT button.

Enter [2580*] to disarm the system using the default Master Code.

The control panel default factory settings are restored.

Notice!
Do not connect the DLA to control panel when restore the default control panel settings using
the DEFAULT button, otherwise the control panel will start firmware upgrading.

2017.10| 03 | F.01U.298.026

Installation Guide Bosch Security Systems, Inc.



Control Panel

System Operations | en 31

6

System Operations

This section explains the general operations of the system: arming and disarming the system
in the three modes, isolating zones, initiating codepad alarms, and determining a fault.
Operations described in this chapter are based on use with the IUI-SOL-ICON codepad. For
the IUI-SOL-TEXT codepad, follow the prompts on the codepad display.

6.1 Arming the system in AWAY Mode

Arming the system in AWAY Mode is normally performed when you leave the premises and
require that all zones are activated in a ready state to detect an intrusion.
There are two different methods to arm the system in AWAY Mode. You can always use
method one. You can use method two only if Option 2 is enabled in Location 497 (refer to
Consumer Options 2, page 142).
If you must isolate a zone (or zones) before arming the system in AWAY Mode, refer to
Isolating zones, page 35.

s Notice!

l Single button arming in AWAY mode reports as user code number 00.
To arm the system in AWAY Mode (method one):
1. Enter your code and press [AWAY].
2. Two beeps sound, the AWAY indicator lights, and Exit Time starts.
To arm the system in AWAY Mode (method two):

® Notice!

'I Select Option 2 in Location 497 to enable single button arming in AWAY Mode (refer to
Consumer Options 2, page 142).
1. Press and hold [AWAY].
2.  When two beeps sound, release the button. The AWAY indicator lights and Exit Time

starts.
If a zone is not sealed at the end of Exit Time, the zone is automatically isolated and its
indicator is lit on the codepad. The zone becomes an active part of the system again as soon
as it is resealed. For example, if a window is open when Exit Time expires, the window is not
an active part of the system until it is closed. Opening the window after Exit Time expires
causes an alarm.
Forced Arming
Arming the system when a zone is not sealed is known as forced arming. Refer Zone Options 2,
page 101 to enable forced arming for each zone.
If the AWAY indicator does not light and a long beep sounds when you attempt to arm the
system in AWAY Mode, forced arming is not permitted. If this is the case, you seal all zones or
manually isolate them before you can arm the system.
6.2 Disarming the system from AWAY Mode

When you enter the premises after the system is armed in AWAY Mode, you must disarm the
system from AWAY Mode to disable detection devices that activate the sirens, strobe, and bell
outputs.

If there was an alarm prior to disarming the system from AWAY Mode, a zone indicator flashes,
indicating a previous alarm in that zone.
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6.3

To disarm the system from AWAY Mode:
1. Enter your code and press [AWAY].

2.  Two beeps sound and the AWAY indicator is extinguished.
Arming the System in STAY Mode 1

STAY Mode 1 is used when you need to arm the perimeter and unused areas of the premises
to detect a would-be intruder entering the premises, while at the same time being able to
move freely within an area that is automatically isolated.

Only the installer can program zones to be automatically isolated in STAY Mode 1. Refer to
Zone Options 2, page 101 for more information on setting zones to be automatically isolated in
STAY Mode 1.

There are two methods to arm your system in STAY Mode 1. You can always use method one.
You can use method two only if Option 2 is enabled in Location 497 (refer to Consumer
Options 2, page 142).

If the system reports to a base station, it sends a STAY Mode 1 Arm Report (Contact ID Event
Code 441).

Entry Guard Time for STAY Mode

When arming the system in STAY Mode 1, an optional entry time called Entry Guard Time for
STAY Mode can be used to delay the sirens, strobe, and bell outputs if a zone that is not
automatically isolated activates an alarm. Entry Guard Time for STAY Mode is the delay time
used for all zones, except 24-Hour zones, when the system is armed in STAY Mode 1 or STAY
Mode 2. For more information, refer to Entry Guard Time for STAY Mode, page 135.

If the Entry Guard Time for STAY Mode is programmed and a zone that was not automatically
isolated is activated, the codepad beeps twice per sec until the Entry Guard Time for STAY
Mode expires or the system is disarmed. If the alarm is not reset before Entry Guard Time for
STAY Mode expires, the strobe, bell, and siren outputs are activated into alarm.

Notice!
Single button arming in STAY Mode 1 reports as User Code number 00.

To arm the system in STAY Mode 1 (method one):
1. Enter your code and press [STAY].

2. Two beeps sound and the STAY indicator is lit. Exit Time starts.

The indicators for any zones that are programmed to be automatically isolated in STAY Mode 1
begin to flash until Exit Time expires. At the end of Exit Time, the zone indicators are
extinguished and the codepad sounds one short beep.

To arm the system in STAY Mode 1 (method two):

1. Press and hold [STAY].

2.  When two beeps sound, release the button. The STAY indicator is lit and Exit Time starts.
The indicators for any zones that are programmed to be automatically isolated in STAY Mode 1
flash until Exit Time expires. At the end of Exit Time, the zone indicators are extinguished and
the codepad sounds one short beep.

If a zone is not sealed at the end of Exit Time, the zone is automatically isolated and is lit
constantly on the remote codepad. The zone becomes an active part of the system again as
soon as it is resealed. For example, if a window is open when Exit Time expires, the window
does not become an active part of the system until it is closed. Opening the window after Exit
Time expires causes an alarm.

Forced Arming
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Arming the system when a zone is not sealed is known as forced arming. Refer to Zone Options
2, page 101 to enable forced arming for each zone.

If the STAY indicator does not light and a long beep sounds when you attempt to arm the
system in STAY Mode 1, forced arming is not permitted. If this is the case, you must seal all
zones or manually isolate them before you can arm the system.

6.4 Disarming the system from STAY Mode 1
There are two methods to disarm the system from STAY Mode 1. You can always use the first
method. You can use method two only if Option 4 is enabled in Location 497 (refer to
Consumer Options 2, page 142).
To disarm the system from STAY Mode 1 (method one):
1. Enter your code and press [STAY].
2. Two beeps sound and the STAY indicator is extinguished. The system is now disarmed.
To disarm the system from STAY Mode 1 (method two):
A flashing zone indicator represents a previous alarm in that zone. If this is the case, a valid
User Code is required to disarm the system using method one. To enable method two, Option
4 in Location 497 must be enabled.
1. Press and hold [STAY].
2. When two beeps sound, release the button. The STAY indicator is extinguished and the
system is disarmed.
o Notice!
] Single button disarming from STAY Mode 1 reports as User Code 00.
6.5 Arming the system from STAY Mode 2

STAY Mode 2 is used when you need to arm the perimeter and unused areas of the premises
to detect a would-be intruder from entering the premises, while at the same time being able to
move freely within an area that is automatically isolated.

You can program zones to be automatically isolated in STAY Mode 2 using an Installer Code
function (refer to Installer Code Functions, page 41) or a Master Code function (Master Code
Functions, page 51).

If the system reports to a base station, it sends a STAY Mode 2 Arm Report (Contact ID Event
Code 456).

Entry Guard Time for STAY Mode

When arming the system in STAY Mode 2, an optional entry time called Entry Guard Time for
STAY Mode can be used to delay the sirens, strobe, and bell outputs if a zone that is not
automatically isolated activates an alarm. Entry Guard Time for STAY Mode is the delay time
used for all zones, except 24-Hour zones, when the system is armed in STAY Mode 1 or STAY
Mode 2. For more information, refer to Entry Guard Time for STAY Mode, page 135.

If the Entry Guard Time for STAY Mode is programmed and a zone that was not automatically
isolated is activated, the codepad beeps twice per sec until the Entry Guard Time for STAY
Mode expires or the system is disarmed. If the alarm is not reset before Entry Guard Time for
STAY Mode expires, the strobe, bell, and siren outputs are activated into alarm.

Notice!
Single button arming from STAY Mode 2 reports as User Code 00.

Bosch Security Systems, Inc. Installation Guide 2017.10| 03 | F.01U.298.026



34 en| System Operations Control Panel
To arm the system in STAY Mode 2:
1. Press and hold [0].
2.  When two beeps sound, release the button. The STAY indicator is lit and the Exit Time

starts.

The indicators for any zones that are programmed to be automatically isolated in STAY Mode 2
flash until the Exit Time expires. At the end of Exit Time, the zone indicators are extinguished
and the codepad sounds one short beep.
If a zone is not sealed at the end of Exit Time, the zone is automatically isolated and is lit
constantly on the remote codepad. The zone becomes an active part of the system again as
soon as it is resealed. For example, if a window is open when Exit Time expires, the window
does not become an active part of the system until it is closed. Opening the window after Exit
Time expires causes an alarm.
Forced Arming
Arming the system when a zone is not sealed is known as forced arming. Refer to Zone Options
2, page 101 to enable forced arming for each zone.
If the STAY indicator does not light and a long beep sounds when attempting to arm the
system, forced arming is not permitted. If this is the case, you must seal all zones or manually
isolate them before you can arm the system.

6.6 Disarming the system from STAY Mode 2
There are two methods to disarm the system from STAY Mode 2. You can always use the first
method. You can use method two only if Option 4 is enabled in Location 497 (refer to
Consumer Options 2, page 142 ).
To disarm the system from STAY Mode 2 (method one):
1. Enter your code and press [STAY].
2.  Two beeps sound and the STAY indicator is extinguished. The system is now disarmed.
To disarm the system from STAY Mode 2 (method two):
A flashing zone indicator represents a previous alarm in that zone. If this is the case, a valid
User Code is required to disarm the system using method one. To enable method two, Option
4 in Location 497 must be enabled.
1. Press and hold [0].
2. When two beeps sound, release the button. The STAY indicator is extinguished and the

system is disarmed.
o Notice!
l Single button disarming from STAY Mode 2 reports as User Code 00.

6.7 Codepad duress alarm
A codepad Duress Alarm is used as a silent holdup alarm when 9 is added to the end of a valid
User Code being used to disarm the system.
A Duress Alarm (Contact ID Event Code 121) is useful only if your system reports to a
monitoring station because domestic reporting format cannot decipher the type of alarm that
occurred. You can select Option 2 in Location 498 to use 3 instead of 9 to activate a Duress
Alarm (refer to Consumer Options 3, page 143).

6.8 Codepad panic alarm

An audible codepad Panic Alarm activates when a user presses either [1] and [3] or [STAY]
and [AWAY] simultaneously.
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6.9

6.10

6.11

6.11.1

Select Option 1 in Location 493 to program the codepad Panic Alarm as silent (refer to System
Options 2, page 139). A codepad Panic Alarm transmits Contact ID Event Code 120 if the
system reports to a base station receiver.

Codepad fire alarm

An audible codepad Fire Alarm activates when a user presses [4] and [6] on the remote
codepad simultaneously. A distinct fire sound emits through the horn speaker to indicate this
type of alarm. The fire sound is different than the burglary sound.

Select Option 2 in Location 493 to program the codepad Fire Alarm as silent (refer to System
Options 2, page 139). A codepad Fire Alarm transmits a Contact ID Event Code 110 to a base
station receiver.

Codepad medical alarm

An audible codepad Medical Alarm activates when a user presses [7] and [9] simultaneously.
Select Option 4 in Location 493 to program codepad Medical Alarm as silent (refer to System
Options 2, page 139). A codepad Medical Alarm transmits a Contact ID Event Code 100 to a
base station receiver.

Isolating zones

Isolating zones allows you to manually disable one or more zones before arming the system in
AWAY Mode, STAY Mode 1, or STAY Mode 2. When a zone is isolated, access is allowed into
that zone when the system is armed without activating an alarm.

For example, you might want to isolate a zone before arming the system because a zone
passive infrared (PIR) detector is activating false alarms or because you need to leave a pet
inside a particular zone while you are away.

You can isolate zones using one of two methods. By default, the standard isolation method is
used. Standard isolation does not require a User Code. The other method requires a valid User
Code. The ability to isolate zones is determined by the priority level assigned to each User
Code holder. Some User Code holders cannot isolate zones. Refer to User Code Priority, page
89 for more information.

Zones that are manually isolated using this method transmit a Zone Bypass Report (Contact ID
Event Code 573) for each isolated zone when the system is armed. A Zone Bypass Restore
Report is transmitted when the system is disarmed.

When you select a 24-Hour Fire Zone to be isolated, a Contact ID Event Code 571 is sent. If
you select another 24-Hour Zone to be isolated, a Contact ID Event Code 572 is sent. A Zone
Bypass Report is transmitted once the 24-Hour Zone is isolated. A Zone Bypass Restore
Report is transmitted when the system is disarmed or the isolated zone is restored.

You can isolate zones manually using these two methods, and you can also isolate zones
automatically as programmed by the installer.

How to isolate zones automatically in STAY Mode 1, refer to Zone Options 2, page 101.

How to isolate zones automatically in STAY Mode 2, refer to STAY Mode 2 Automatically Bypass
Zones, page 106.

Standard isolating

Standard isolating allows any operator to isolate zones because no code is required.

1. Press [STAY] twice. Three beeps sound and the STAY indicator flashes.

2. Enter the number of the zone to be isolated and press [STAY]. The indicator for the zone
flashes. 24-Hour zones are automatically isolated as soon as you press [STAY]. All other
Burglary Zones are automatically isolated only after the system is armed.
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3. Repeat Step2 for each zone you want to isolate.

Notice!

As each zone is selected to be isolated, the corresponding zone indicator flashes. If you make
a mistake, enter the incorrect zone number and press [STAY]. This zone is no longer selected
to be isolated and the zone indicator is extinguished.

6.11.2

4. Press [AWAY].

Two beeps sound and the system returns to the disarmed state.

The indicators for the selected zones continue to flash until the next time the system is
disarmed.

Example:

To manually isolate zones 1, 3, and 4, press: [STAY][STAY][1][STAY][3][STAY][4][STAY]
[AWAY]

Code to isolate

The code to isolate method permits only those User Code holders with a priority level that

includes Code to Isolate. The standard isolating method is disabled for any User Code with

this priority level set.

1. Press [STAY].

2. Enter your code and press [STAY]. Three beeps sound and the STAY indicator flashes. If
you attempt to enter isolating mode with a User Code that is not set for Code to Isolate,
the system ignores the attempt.

3. Enter the number of the zone to be isolated and press [STAY]. The indicator for the zone
flashes. 24-Hour zones are automatically isolated as soon you press [STAY]. All other
Burglary zones are automatically isolated only after the system is armed.

4. Repeat Step3 for each zone you want to isolate.

Notice!

As each zone is selected to be isolated, the corresponding zone indicator flashes. If you make
a mistake, enter the incorrect

zone number and press [STAY]. This zone is no longer selected to be isolated and the zone
indicator is extinguished.

6.12

5. Press [AWAY].

Two beeps sound and the system returns to the disarmed state.

The indicators for the selected zones continue to flash until the next time the system is
disarmed.

Example

To manually isolate zones 1, 3, and 4, press: [STAY][User Code][STAY][1][STAY][3][STAY][4]
[STAY][AWAY]

Fault analysis mode

When a system fault occurs, the FAULT or MAINS indicator flashes and the codepad beeps
once per minute.

If the AC MAINS supply fails, the MAINS indicator flashes until the AC MAINS supply is
restored. Press [AWAY] once to acknowledge the fault and stop the codepad from beeping
once every minute.
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To enter Fault Analysis Mode to determine a system fault other than the AC MAINS supply:
1. Press and hold [5] until two beeps sound. The FAULT indicator remains lit and the STAY

and AWAY indicators flash. The lit zone indicators indicate the type of fault that occurred.
2. If necessary, press the button corresponding to the indicator to further determine the
fault. (Refer to the table Fault Analysis Conditions below.)
3. To exit from Fault Analysis Mode, press [AWAY]. The STAY and AWAY indicators are
extinguished and the FAULT indicator remains lit.

Fault Indicators

Zone Fault Description Press Zone Fault Condition
Indicator Button Indicator
1 System Fault 1 1 Battery Fail
2 Date and Time
3 RF Receiver Fail
4 Output 1 to 3 Fail
5 Telephone Line Fail
7 Power Supply Fail
8 Onboard Tamper
9to 16 RF Repeaters 1 to 8 Fail (Solution
2000 N.A.)
2 RF Low Battery 2 1to 16 Zones 1 to 16 RF Low Battery
(Solution 2000
N.A.)
3 Zone Tamper Alarm |3 1to16 |Zones 1to 16 Tamper Alarm
4 Sensor Watch Fault |4 1to 16 Zones 1 to 16 Sensor Watch Fail
5 RF Sensor Missing |5 1to16 |Zones 1to 16 RF Sensor Watch Fail
(Solution 2000
N.A.)
6 Communication Fail |6 1 Receiver 1 Fail
2 Receiver 2 Fail
3 Receiver 3 Fail
4 Receiver 4 Fail
5 IP Module 1 Fail
6 IP Module 2 Fail
7 Output and 7 1to?2 Output Expanders 1 to 2 Fail
Codepad Fail 3to6 Codepads 1 to 4 Fail
8 Keyfob Low Battery |8 1to 16 |Keyfobs 1 to 16 Low Battery

Table 6.1: Fault Indicators

When working with a text codepad, press [5] to enter [Fault Analysis], you can page up or
page down to view the fault items, and press [AWAY] to exit from Fault Analysis Mode.

6.13 Fault descriptions

1 - System Fault
The system FAULT indicator lights when any of the faults listed in the table System FAULT

Indicators below occurs. In Fault Analysis Mode, press [1] to determine the fault that
occurred.
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2 - RF Device Low Battery
This fault occurs when any of the RF wireless devices report a low battery condition to the

control panel. While in Fault Analysis Mode, press the [2] key until two beeps sound. This
displays the zone reporting the RF Low Battery fault.

3 - Zone Tamper Fail

This fault occurs when any zone with tamper becomes an open or short circuit. Press the [3]
key until two beeps sound. This displays the zone reporting the tamper fail fault.

4 - Sensor Watch Fault

A sensor watch fault registers when one or more detection devices failed to detect any
movement during the disarmed state for the time programmed in Locations 476 and 477 (refer
to Sensor Watch Report, page 114). The fault clears once the zone in question detects
movement and resets. Press the [4] key until two beeps sound. This displays the zone
reporting the sensor watch fault.

5 - RF Sensor Missing

An RF sensor missing registers when one or more RF detection devices fails to communicate
to the RF radio receiver for the time period programmed in Location 393 RF Supervision Time.
The fault clears once the RF device in question successfully transmits to the RF radio receiver.
While in Fault Analysis Mode, press the [5] key. This displays the RF detection device
reporting the RF sensor watch fault.

6 - Communication Fail

A communication fail registers when the control panel fails to communicate with the receiving
party (such as a monitoring company, mobile phone). The communication fault clears once the
control panel successfully reports to the receiving party.

A communication fail also registers when network module is disconnected or tampered.

To determine which receiver or module failed to communicate, press the [6] key.

In Fault Analysis Mode, press [6] to show which communication fault occurred: 1 — Receiver 1;
2 — Receiver 2.

7 - Output and Codepad Fail

The output fault registers when any output expander B308 is disconnected or tampered.

The codepad fault registers when any codepad is tampered or disconnected from the control
panel.

To determine which fault occurred, press the [7] key.

8 - Keyfob Low Battery

This fault occurs when any of the RF keyfobs report a low battery condition to the control
panel. To determine which keyfob failed, press the [8] key. Only keyfob 1 to 16 faults display
on the codepad through zone indicator 1 to 16.

System FAULT indicators

Indicator |FAULT description

1 Low battery

This fault registers when the system detects a low capacity backup battery. The
system automatically performs a battery test every 4 hours and every time you
arm the system.

2 Date and time
This fault registers when the system is powered down.
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6.14

Indicator |FAULT description

3 RF receiver fault

This fault registers when the RF wireless receiver unit detects RF jamming, the
RF wireless receiver is disconnected from the control panel or failed, or the RF
receiver’s cover tamper switch is activated.

4 Warning Device fault

This fault registers when the system detects output 1-3 as warning device
(Horn Speaker, Siren Running, Strobe) is disconnected or short. This fault
clears once all outputs are reconnected. This feature is enabled by selecting
Option 2 in Location 492 (refer to System Options 1, page 138).

5 Telephone line fault

This fault registers when the system detects the telephone line is disconnected
from the control panel. This feature is enabled by selecting Option 1 in
Location 176.

7 Power Supply fail
This fault occurs when AUX power supplies fail, +12V power fails, or SDI2 Bus
power fails. Contact your installer as soon as this fault displays.

8 Onboard Tamper
This fault occurs when the system detects the control panel is tampered.

9-16 RF Repeater Tamper/Fail
The RF repeater 1 to 8 fault registers once the system detects that the wireless
repeater is disconnected or the repeater tamper is triggered.

AC MAINS Failure

An AC MAINS supply failure automatically flashes the MAINS indicator. If the AC MAINS supply
is disconnected continuously for longer than 2 min, the remote codepad beeps the codepad
buzzer once per min. If the control panel is programmed to report an AC MAINS failure to a
base station receiver, an AC Fail Report (Contact ID Event Code 301) is transmitted.

The MAINS indicator stops flashing when the AC MAINS supply is reconnected. When the AC
MAINS supply is connected continuously for 2 min, the codepad stops the once per min beep
and an AC Fail Restore Report is transmitted to the base station receiver.

If the Enable AC Fail in 1 Hour option (1) is selected in Location 494 (refer to System Options
3, page 139), the codepad flashes the MAINS indicator when the AC MAINS supply is
disconnected, but does not activate the report or the codepad buzzer unless the AC MAINS
supply is disconnected continuously for 1 hour.

If the Ignore AC MAINS Fail option (2) is selected in Location 494 (refer to System Options 3,
page 139) the codepad does not indicate when the AC MAINS supply fails, but the control
panel still reports an AC Fail Report, if enabled.

Inquire cloud status

You can inquire cloud status only with the alphanumeric codepad IUI-SOL-TEXT.

When the control panel is connected to the cloud module B4xx-M, go to menu 721 Network
Module to select B4xx-M and set it to enable.

Inquire the cloud status to check connection status to the cloud service and to view the
module UID.

Bosch Security Systems, Inc. Installation Guide 2017.10| 03 | F.01U.298.026



40 en | System Operations

Control Panel

How to view the cloud status and UID

1.

2.
3.
4.

Enter your Installer Code or User Code, followed by [#].

Press [1][2][3], the cloud status is shown.
Press [#], the UID is shown.
Press [-] to exit.
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7 System Functions

This section explains more advanced features, such as Installer Code, Master Code, and hold-
down functions that are required for testing and regular maintenance of the system.
Operations described in this chapter are based on use with the I[UI-SOL-ICON codepad. For
the IUI-SOL-TEXT codepad, follow the prompts on the codepad display.

7.1 Installer Code Functions

Installer Code functions allow the installer to perform various system tests and tasks without
knowing a Master Code.

To access the required Installer Code function, enter the Installer Code and corresponding
function digit, and press [AWAY]. The Installer Code functions are listed in the table Installer
Code Functions below. You can access these functions only when the system is disarmed.

Installer Code Functions

Function |Description
0 Add/delete RF wireless devices / keyfobs / repeaters
1 Set the number of days until the first Test Report
2 Change domestic telephone numbers
3 Change the Telco arm/disarm sequence
4 Set bypass zones for STAY Mode 2
6 Turn report monitor mode on and off
7 Walk test mode
8 Event memory recall mode
9 AWAY arm/disarm

7.1.1 Add or Delete RF Wireless Devices

Notice!

md 0

The Solution 2000 control panel does not support wireless devices.

The Solution 3000 control panel can accept up to 16 wireless devices on the system. It is
possible to enroll wireless PIRs, reed switches, and smoke detectors to the control panel. This
control panel supports the following RF sensors:

- RFDW-SM

-  RFDW-RM

- RFUN

- RFPR-12

- RFPR-C12

- RFDL-11

- RFGB

- RFBT

- RFSM
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7.1.2

You can allocate only one wireless device to each zone.

To program an RF wireless device:

1. Use the installer code to configure the RF receiver as RADION receiver (address = 395).
Save the changes and Exit programming mode.

2. Enter the Installer Code and press [0][AWAY]. Two beeps sound and the STAY and AWAY
indicators flash.

3. Enter the RF device number (1 to 16) you want to change and press [AWAY]. Two beeps
sound and the corresponding codepad indicator lights to show the RF device number you
selected.

4. There are two ways to enter the RFID:

—  Enter the nine-digit RFID number found on the back of the RF device and press
[AWAY]. Two beeps sound. The control panel will sound one error beep and exit if
the wrong check-sum or a duplicated RFID number is entered.

—  Press [STAY] to switch into auto-learn mode. Note that all the codepad indicators
(1~16) flash on the icon codepad. Trigger the wireless device. The control panel will
sound 3 beeps and learn the RFID. The last digit of the RFID number is displayed on
the codepad. Press [AWAY] to confirm. If the zone has already been used in the
system, the panel will ignore this RFID.

5. Press [AWAY] to accept the default value for the zone input option, or enter a different
zone input option value (0~15) and press [AWAY] to finish this function and reset the
control panel.

6. The user can press [STAY] to cancel the wireless zone enroliment at any step except
during the delete process. The codepad sounds one error beep, cancels the enroliment,
and exits.

Example:

To add RF wireless device number 3 whose 9- digit ID number is 000094946, enter [1 2 3 4 0]

[AWAY][3][AWAY] [0 0 0 0 9 4 9 4 6][AWAY][AWAY].

To delete an RF wireless device:

1. Enter the Installer Code and press [0][AWAY]. Two beeps sound and the STAY and AWAY
indicators flash.

2. Enter the RF device number (1 to 16) you want to delete and press [AWAY]. Two beeps
sound and the corresponding codepad indicators light to show the RF device number you
selected.

3. Press [STAY] to delete the RF device. The STAY and AWAY indicators are extinguished.

4. Repeat steps 1 to 3 to delete another RF wireless device.

Add/Delete RF Repeater

Notice!
Solution 2000 does not support RF repeaters.
For Solution 3000, set RF receiver as RADION Receiver B810.

Add RF Repeater
1. Enter the Installer Code, followed by [0] and the [#] key (for example, [12340#]).

2. Enter the point ID of RADION Repeater (822 to 829) you want to add (822 = 1,823 = 2,
etc.), followed by the [#] key. Repeater number (1 to 8) displays on the ICON codepad.
3. Use manual mode or auto mode to configure Repeater RFID.
— In manual mode, enter the 9-digit RF Repeater ID number, followed by the [#] key.
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7.1.3

—  Or press [#] key to switch into auto mode. When icon numbers (1 to 16) flash,
tamper the RF Repeater. The panel learns the RF Repeater ID number and the last
digit of RFID number displays on the codepad. Press [#] key to confirm.

4. Enter [#] key to confirm the operation, or enter [*] to cancel.

Delete RF Repeater

1. Enter the Installer Code, followed by [0] and the [#] key.

2. Enter the point ID of RADION Repeater (822 to 829) you want to delete, followed by the

[#] key.
3. Press the [*] key to delete the RF Repeater.
Example:

To delete existing RF Repeater 8: Enter your installer code and press [0] [#] [8] [2] [9] [#] [*].

Add/Delete RF Keyfob

ol 0

Notice!
Use Master Code to add/delete the RF keyfobs.

7.1.3.1

More than 3 heading levels are not supported! Using an ICON codepad
Add WEB00EV2 Keyfob

md 0

Notice!
Learn all WEBOOEV2 keyfobs via WEBOOEV2 receiver Learn/Delete button before adding the
WEB8O0OEV2 keyfobs to the system. Refer WEB0OEV2 manual for learn/delete fobs.

md 0

Notice!
Set RF receiver as WE800EV2 Receiver (Value 2 in Location 395).

1. Enter the Master Code, followed by [1] and the [#] key (for example, [25801#]).

Enter the WE8B0OOEV2 keyfob number (301 to 332) you want to add (301 = keyfob 1, 302 =
keyfob2, etc.), followed by the [#] key. Up to 21 WEBOOEV2 keyfobs can be added, but
only current keyfob number (1 to 16) displays through zone indicators on the ICON
codepad.

3. The user number will display on the codepad. Press [#] to continue.

4. When icon numbers (1 to 16) flash, press button 1 or 2 of the keyfob. The panel learns
the WEBOOEV2 Keyfob ID number and the last digit of RFID number displays on the
codepad. Press [#] key to confirm.

5. Enter [#] key to confirm the operation, or press [*] to cancel.

Delete WEBOOEV2 Keyfob

1. Enter the Master Code, followed by [1] and the [#] key.

2. Enter the WEBOOEV2 keyfob number (301 to 332) you want to delete, followed by the [#]
key.

3. Press the [*] key to delete the WESOOEV2 Keyfob.
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Add RADION Keyfob

Notice!
Solution 2000 does not support RADION keyfobs.
Set RF receiver as RADION Receiver B810 (Value 1 in Location 395).

1. Enter the Master Code, followed by [1] and the [#] key (for example, [25801#]).

Enter the RADION keyfob number (301 to 332) you want to add (301 = keyfob 1, 302 =

keyfob2, etc.), followed by the [#] key. Up to 32 RADION keyfobs can be added, but only

current keyfob number (1 to 16) displays through zone indicators on the ICON codepad.
3.  Use manual mode or auto mode to configure RADION keyfob RFID.

- In manual mode, enter the 9-digit RF device ID number, followed by the [#] key.

—  Or press [#] key to switch into auto mode. When icon numbers (1 to 16) flash, press
button 1 or 2 of the keyfob. The panel learns the RADION Keyfob ID number and the
last digit of RFID number displays on the codepad. Press [#] key to confirm.

4. Enter [#] key to confirm the operation, or press [*] to cancel.

Delete RADION Keyfob

1. Enter the Master Code, followed by [1] and the [#] key.

2. Enter the RADION keyfob number (301 to 332) you want to delete, followed by the [#]

key.
3. Press the [*] key to delete the RADION Keyfob.
Example:

To delete existing RADION keyfob 1: Enter your Master Code and press [1] [#] [3] [0] [1] [#]
[*1.

7.1.3.2

More than 3 heading levels are not supported! Using an Alphanumeric codepad

Notice!
Set RF receiver as WEB0OEV2 or RADION receiver through the menu [3][5][1].

Add the Keyfob
1. Enter the Master Code, followed by [1] and the [#] key (for example, [25801#]).

2. Choose a user number then press the [#] key.
3. Choose keyfob then press the [#] key.
4. Keyfob RFID displays. The letter "M" appears in the top right corner of the display
indicating it is in manual mode.
— In manual mode, enter the 9-digit RADION keyfob RFID, followed by the [#] key.
—  Or press [*] key to switch into auto mode to configure RADION or REO12EU keyfobs.
The letter ‘A’ should appear in the top right corner of the display indicating it is in
automatic mode. Hold button 1 or 2 of the keyfob till codepad displays RFID number.
Press [#] key to confirm.
5. Enter [#] key to confirm the operation, or press [*] to cancel.
6. Press menu [-] to exit.
Delete the keyfob
1. Enter the Master Code, followed by [1] and the [#] key.
2. Choose a user number then press the [#] key.
3. Choose keyfob then press the [#] key.
4. Press the [*] key to blank the RFID and then press the [#] to accept.
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714

7.1.5

5. Press menu [-] to exit.

Set the Number of Days until the First Test Report

This function determines when the system sends the first Test Report (Contact ID Event Code

602). If you do not use this Installer Code function, the first Test Report is sent to the base

station receiver after the repeat interval programmed in Location 434 (refer to Test Reporting

Time, page 112). If you want the system to send the first Test Report sooner than the repeat

interval, use this function to set when the first Test Report is sent.

To set the first Test Report:

1. Enter the Installer Code and press [1][AWAY]. Three beeps sound and the STAY and
AWAY indicators flash.

2. Enter the number of days (1 to 15) and press [AWAY]. Two beeps sound and the STAY
and AWAY indicators are extinguished. The system returns to the disarmed state.

Change Domestic Phone Numbers

When the system is set up for domestic dialing, this function allows the installer to view and

program the telephone numbers the system calls if an alarm occurs. Refer to Domestic Dialing,

page 79 for more information.

To change domestic phone numbers:

1. Enter your passcode and press [2][AWAY]. Three beeps sound and the STAY and AWAY
indicators flash. There are 8 telephone number locations. Numbers 1 and 2 are for
receiver 1. Numbers 3 and 4 are for receiver 2. Numbers 5 and 6 are for receiver 3.
Numbers 7 and 8 are for receiver 4.

2. Press the sequence number to view and set/modify the corresponding telephone number.

—  If telephone numbers are programmed, they are displayed one digit at a time using the
remote codepad indicators. Refer to the table Domestic Dialing Digits below for the
indicators and their meanings.

— If no telephone numbers are programmed, [15] is displayed and an additional two beeps
sound after entering this mode. These two beeps normally sound after you enter the last
digit of the last phone number.

3. Enter the digits for the phone number. Each digit is displayed as you enter it.

4. Press the [AWAY] to save and exit from this mode.

5. Repeat steps 1 -4 to program another phone number.

Digit Required Number to Program | Digit Required Number to Program
0 0 8 8

1 1 9 9

2 2

3 3 * *1

4 4 # *2

5 5 4-sec Pause *3

6 6

7 7 Terminator *5

Table 7.1: Domestic Dialing Telephone Digits
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7.1.6

Example:

To program telephone numbers (96721777-primary and 96721233-backup) for receiver 1,
enter the following sequence:

[1234 2][AWAY][1][AWAY][96 72 1 7 7 7T][AWAY][2 5 8 0 2][AWAY][2][AWAY] [496 7 21 2 3
3][AWAY]

You can cancel domestic dialing at any time (for example, you are moving and do not want the
system to continue calling your work place or mobile phone).

To disable domestic dialing:

Enter your Master Code and press [2][AWAY] [1][STAY][5][AWAY]. Once the primary number
is disabled, the secondary number will be unavailable also.

Change Telco Arm/Disarm Sequence

This feature allows you to program the telco arm sequence and telco disarm sequence. This
feature is available only if your telecommunication provider has the call forward option
available. Refer to Telco Arming Sequence, page 73 and Telco Disarming Sequence, page 74
for more information.

Telco Arm Sequence

This allows you to program the Call Forward — Immediate On sequence or Call Forward — No
Answer sequence that automatically operates when you arm the system in the AWAY Mode.

Notice!
The examples provided for this feature apply only to Australia.

— Call Forward - Immediate On

You can redirect calls to anywhere in Australia, including mobiles and answering services.
When this Call Forward option is turned on, the telephone to which the control panel is
connected does not ring.

—  Call Forward - No Answer

If your telephone is not answered within 20 sec, this feature redirects the incoming call to
another number anywhere in Australia. You can still make outgoing calls.

Telco Disarming Sequence

This option allows you to automatically disable the call forward sequence when you disarm the
system.

Digit Required Number to Program | Digit Required Number to Program
0 0 8 8

1 1 9 9

2 2

3 3 * *1

4 4 # *2

5 5 4-sec Pause *3

6 6

7 7 Terminator *5

Table 7.2: Dialing Digits
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To program the telco arming sequence:
1. Enter your passcode and press [3][AWAY]. Three beeps sound and the STAY and AWAY

indicators flash.

2.  Press [1][AWAY] to change the telco arming sequence. Three beeps sound.

- If a call forward sequence is already programmed, the sequence is displayed one digit at
a time using the codepad indicators. Refer to the table Telco Arm/Disarm Digits above for
the indicators and their meanings.

— If no call forward sequence is programmed, an additional two beeps sound after entering
this mode. These two beeps normally sound after the last digit of the call forward
sequence is displayed.

3. Enter the desired call forward sequence. For example, program [* 6 1][phone number][#]
for the call forward — no answer sequence, or [* 2 1][phone number][#] for the call
forward — immediate sequence.

md 0

Notice!
When you program a * in the telco arm sequence, enter [STAY][1]. When you program the # in
the telco arm sequence, enter [STAY][2].

7.1.7

4. Press [STAY][2][AWAY]. Two beeps sound and the system returns to the disarmed state.

Example

If you want to automatically divert all unanswered incoming calls to another telephone number

(for example, 9672 1777) when the system is armed in AWAY Mode, enter:

[1234 3][AWAY][1][AWAY][STAY]

[1619672177T7][STAY][2][AWAY]

You can suspend the telco arming sequence at any time. To disable the telco arming

sequence:

Enter your passcode and press [3][AWAY][1] [AWAY][STAY][5][AWAY].

To program the telco disarming sequence:

1. Enter your passcode and press [3][AWAY]. Three beeps sound and the STAY and AWAY
indicators flash.

2. Press [2][AWAY] to change the telco disarming sequence. Three beeps sound.

If a telco disarming sequence is already programmed, the sequence is displayed one digit
at a time using the codepad indicators. Refer to the Telco Arm/Disarm Dialing Digits table
above for the indicators and their meanings.

If no telco disarming sequence is programmed, an additional two beeps sound after
entering this mode. These two beeps normally sound after the last digit of the sequence
is displayed.

3. Enter the desired call forward disable sequence. For example, program [# 6 1 #] to
disable the call forward — no answer sequence, or [# 2 1 #] to disable the call forward -
immediate sequence.

4. Press [AWAY]. Two beeps sound and the system returns to the disarmed state.

You can suspend the telco disarming sequence at any time. To disable the telco disarming

sequence:

Enter your Installer Code and press [3][AWAY][2] [AWAY][STAY][5][AWAY].

Setting STAY Mode 2 Bypass Zones

This function allows the installer to select the zones that are automatically isolated when the
system is armed in STAY Mode 2.

To arm the system in STAY Mode 2, press and hold [0] until two beeps sound. Refer to Arming
the system from STAY Mode 2, page 33 for more information.
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To set STAY Mode 2 zones:

1. Enter the passcode and press [4][AWAY]. Three beeps sound and the STAY indicator
flashes.

2. Enter the number of the zone you want to automatically isolate and press [STAY]. The
corresponding zone indicator flashes.

3. Repeat step 2 for each zone you want to select.

Notice!

As each zone is selected to be isolated, the corresponding zone indicator flashes. If you make
a mistake, enter the incorrect zone number and press [STAY]. This zone is no longer selected

to be isolated and the zone indicator is extinguished.

This function does not work on a partitioned control panel system.

4. Press [AWAY]. Two beeps sound and the system returns to the disarmed state. The
indicators for the zones you selected and the STAY indicator are extinguished.

Example

If you want to select zones 2, 5, and 6, enter:

[12344][AWAY][2][STAY][5][STAY][6][STAY] [AWAY]

You can disable selected zones to be automatically isolated for STAY Mode 2 at any time.

To disable STAY Mode 2 zones:

Enter your passcode and press [4][AWAY] [AWAY].

7.1.8 Turning Report Monitor Mode On and Off
Report Monitor Mode allows you to use the codepad for visual representation of data
transmissions between the control panel and the base station receiver. The transmission
sequence is also shown in this mode.
The codepad beeps once every two sec when Report Monitor Mode is active, whether the
system is in Installer’s Programming Mode or normal operating mode. The first five indicators
on the ICON codepad show the progressive steps during a transmission to the base station
receiver for Receiver 1 and 3, Indicator 9-13 for Receiver 2 and 4.
After you activate Report Monitor Mode, hold down [9] until two beeps sound to initiate a
Test Report.

Report Monitor Mode Indications

Zone indicator Dialing event

1,9 Telephone line seized

2,10 Dialing phone number / Network connect
3,11 Handshake received

4,12 Data is being transmitted

5,13 Kiss-off received

None Telephone line / Network released / idle

Zone Indicator 1-5 for Receiver 1 and 3, Zone Indicator 9-13 for Receiver 2 and 4.

To turn Report Monitor Mode on:
1. Enter the Installer Code and press [6][AWAY]. Three beeps sound.

2. Zone indicators turn on to indicate report events for receiver 1 and 2.
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3. Press [AWAY] to shift the zone indicators to indicating report events for receiver 3 and 4.
Press [STAY] to switch back to receiver 1 and 2.
4. Press and hold [9] until two beeps sound. A Test Report is sent.

To turn Report Monitor Mode off:
Enter the Installer Code and press [6][AWAY]. Two beeps sound.

md 0

Notice!
You must exit from Report Monitor Mode to resume normal operations.

7.1.9

7.1.10

Walk Test Mode

Walk Test Mode allows you to test detection devices to ensure they are functioning correctly.

Before activating Walk Test Mode, isolate any zones that are not required for testing. Refer to

Isolating zones, page 35 for more information.

To enter Walk Test Mode:

1. Enter the passcode and press [7][AWAY]. Three beeps sound and the STAY and AWAY
indicators flash. The codepad beeps once per sec when Walk Test Mode is active.

2. Unseal and seal the zones to be tested. The codepad sounds one long beep and the horn
speaker sounds one short beep each time a zone is sealed or unsealed.

3.  Press [AWAY] to exit from this function. Two beeps sound and the STAY and AWAY
indicators are extinguished. The system returns to the disarmed state.

Event Memory Recall Mode

This function allows you to play back the last 256 system events that occurred. Event Memory
Recall Mode reports all alarms and each arming or disarming of the system , on Text LCD
Codepad, it can also helps with troubleshooting system faults. The events are displayed using
the codepad indicators.

To enter Event Memory Recall Mode:

Enter the Installer Code and press [8][AWAY]. Three beeps sound. The events are played back
by the codepad indicators in reverse chronological order.

Example

If the events occurred in the following order:

Sequence |Event

1 System armed in AWAY Mode
2 Alarm in Zone 3

3 Alarm in Zone 4

4 System disarmed

5 System armed in STAY Mode

The alarm memory plays back in this order:
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Sequence Indicator On Event

1 Stay armed by User 2

=

Disarmed by User 1

Alarm in Zone 4

> [

»
I
L

Alarm in Zone 3

)

w
1
L

AWAY armed by User 2

)

L 1o

’

Each event is indicated by a beep every 2 second and a lit indicator. You can also press [STAY]
key to review the previous event.

After the last event, three beeps sound to indicate the end of playback. You can stop the
replay at any time by pressing [AWAY].

When working with a text codepad, the events are played back automatically after entered
event memory recall mode. And you can also page up or page down manually to review the
events. You can stop the replay at any time by pressing [AWAY].

Notice!

If the system is armed in STAY Mode 1 or STAY Mode 2, the STAY indicator shows the event
memory playback. There is no differentiation between STAY Mode 1 and STAY Mode 2.

If the control panel is powered down, the memory of all events is saved.

7.1.11

AWAY/STAY 1 Arm/Disarm

This function allows you to arm/disarm the system in AWAY mode or in STAY 1 mode with the
installer code.

To arm the system in AWAY mode:

1. Enter the Installer Code and press [9][AWAY].

2.  Two beeps sound, the AWAY indicator lights, and Exit Time starts.

To disarm the system from AWAY Mode:

1. Enter the Installer Code and press [9][AWAY].

2. Two beeps sound and the AWAY indicator is extinguished.

To arm the system in STAY Mode 1:

1. Enter the Installer Code and press [9][STAY].

2. Two beeps sound and the STAY indicator is lit. Exit Time starts.

To disarm the system from STAY Mode 1:

1. Enter the Installer Code and press [9][STAY].

2.  Two beeps sound and the STAY indicator is extinguished. The system is now disarmed.
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7.2 Master Code Functions
Master Code functions allow those users that have the appropriate priority level to perform
certain supervisory level functions. You can use these functions only when the system is
disarmed.

PS Notice!
l The default Master Code (User Code 1) is 2580. It is possible to program multiple Master

Codes. Refer to User Code Priority, page 89 for more information.
To access a Master Code function, enter the Master Code and press the corresponding
function digit and the [AWAY] button. Except the Master Code functions listed in the table
below, Master Code functions also allows the users to arm or disarm single area.
Function Description
0 Arm or disarm both areas at the same time
1 Add, change and delete user codes / remote radio user codes (RF keyfobs)
2 Change domestic phone numbers
3 Change Telco arm/disarm sequence
4 Set bypass zones for STAY Mode 2
5 Turn outputs on and off
6 Set the date and time
7 Walk test mode
8 Event memory recall mode
9989 System reset
Table 7.3: Master Code Functions

7.2.1 Arm or Disarm both Areas at the Same Time
This Master Code function only operates with partitioned control panel systems and allows
Master Codes allocated to both Area 1 and Area 2 to arm or disarm both areas at the same
time.
This feature allows a Master Code holder to arm or disarm the system by pressing one extra
button rather than entering a code twice. You can use any area codepad by a User Code
assigned to both areas with this function. To enable this feature, select Option 2 in Location
501 (refer to Partitioning Options 2, page 144).
To arm or disarm both areas at the same time:
Enter your Master Code and press [0][AWAY]. Two beeps sound and both areas are armed or
disarmed from AWAY Mode.

7.2.2 Arm or Disarm Single Area

This Master Code function allows to arm or disarm single area with any codepad.
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7.2.3

How to arm Area 1 or Area 2 in AWAY Mode
Enter your user code followed by [0][1] and the [#] button ( for example, [258001#]) to arm

Area 1; or enter your user code followed by [0][2] and the [#] button ( for example,
[258002#]) to arm Area 2. Two beeps sound and the AWAY indicator displays. Exit Time starts
counting.

How to disarm Area 1 or Area 2 in AWAY Mode

Enter your user code followed by [0][1] and the [#] button ( for example, [258001#]) to
disarm Area 1; or enter your user code followed by [0][2] and the [#] button ( for example,
[258002#]) to disarm Area 2. Two beeps sound and the AWAY indicator extinguishes.

How to arm Area 1 or Area 2 in STAY Mode 1

Enter your user code followed by [0][1] and the [*] button ( for example, [258001*]) to arm
Area 1; or enter your user code followed by [0][2] and the [*] button ( for example,
[258002*]) to arm Area 2. Two beeps sound and the STAY indicator displays. Exit Time starts
counting.

How to disarm Area 1 or Area 2 in STAY Mode 1

Enter your user code followed by [0][1] and the [*] button ( for example, [258001*]) to
disarm Area 1; or enter your user code followed by [0][2] and the [*] button ( for example,
[258002*]) to disarm Area 2. Two beeps sound and the STAY indicator extinguishes.

Changing and Deleting User Codes

This function allows a Master Code holder to change or delete a User Code.

When using a partitioned Control Panel, the Master Code holder cannot add, change, or delete

User Codes unless the User Code is allocated to the same area as the Master Code. Refer to

User Code Priority, page 89 for more information.

To change a User Code:

1. Enter your Master Code and press [1][AWAY]. Three beeps sound and the STAY and
AWAY indicators flash.

2.  Enter the number of the code (1 to 32) you want to change and press [AWAY]. Two beeps
sound and the corresponding zone indicator lights.

3. Enter the new code and press [AWAY]. Two beeps sound and the STAY and AWAY
indicators are extinguished.

4. Repeat this procedure to change other User Codes.

Notice!
One long beep indicates that the code already exists or you entered an incorrect user
number.

Example

To program User Code number 2 as 4627, enter: [2 5 8 0 1][AWAY][2][AWAY][4 6 2 7][AWAY]

To delete a User Code:

1. Enter your Master Code and press [1][AWAY]. Three beeps sound and the STAY and
AWAY indicators flash.

2. Enter the number of the code (1 to 32) you want to delete and press [AWAY]. Two beeps
sound and the corresponding zone indicator lights.

3. Press [STAY] to delete the User Code. Two beeps sound and the STAY and AWAY
indicators are extinguished.

4. Repeat this procedure to delete other User Codes.

Example

To delete User Code number 3, enter: [2 58 0 1][AWAY][3]1[AWAY][STAY]
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7.24

7.2.5

Adding Remote Radio User Codes

This function allows a Master Code holder to add a remote radio User Code ( RF keyfob).

To Add a WEB00OEV2 Keyfob

Set RF receiver as WEB0OEV2 Receiver. Confirm that the keyfob has been added to the

WEBOOEV?2 receiver. Refer to WESOOEV?2 receiver, page 18 — Add/delete keyfobs.

1. Enter your Master Code, followed by [1] and the [#] button (for example, [25801#]).

2. Enter the WEBOOEV2 keyfob number (301 to 332) you want to add, followed by the [#]
button. Up to 21 WEB0OEV2 keyfobs can be added, but only current keyfob number (1 to
16 ) displays through zone indicators on the ICON codepad.

3. Only use auto-learn mode to configure keyfob RFID. Press [*] button to switch into auto-
learn mode. When icon numbers (1 to 16) flash, press button 1 or 2 of the keyfob. The
control panel learns the WE8B0OEV2 keyfob ID number and the last digit of RFID number
displays on the codepad. Press [#] button to confirm.

4. Enter [#] button to confirm the operation, or press [*] to cancel.

To Add a RADION keyfob
Set RF receiver as RADION Receiver.
1. Enter your Master Code, followed by [1] and the [#] button (for example, [25801#]).
2. Enter the RADION keyfob number (301 to 332) you want to add, followed by the [#]
button. Up to 32 RADION keyfobs can be added, but only current keyfob number (1 to
16 ) displays through zone indicators on the ICON codepad.
3. Use manual mode or auto-learn mode to configure the RADION keyfob RFID.
— In manual mode, enter the 9-digit RF device ID number followed by [#], or press [*]
to switch into auto-learn mode. When icon numbers (1 to 16) flash, press the 1 or 2
button on the keyfob. The control panel learns the RADION keyfob ID number and
the last digit of RFID number displays on the codepad. Press [#] to confirm.
4. Press [#] to confirm the operation, or press [*] to cancel.

Deleting User/Radio Codes

Only the Master Code holder can delete other system user codes.

To Delete a User Code

1. Enter your Master Code, followed by [1] and the [#] button (for example,
[25801#]).Three beeps sound and the STAY and AWAY indicators flash.

2. Enter the user code number (1 to 32), followed by the [#] button (for example, [2#] =
User 2, [16#] = User 16). Two beeps sound and the selected user number displays on the
codepad indicators.

3. Press the [*] button to delete the selected User Code. Two beeps are heard and the STAY
and AWAY indicators turn off.

4. To delete other User Codes, repeat this procedure as many times as required.

To Delete a WEBOOEV2 Keyfob

1. Enter your Master Code, followed by [1] and the [#] button.

2. Enter the WEBOOEV2 keyfob number (301 to 332) you want to delete, followed by the [#]
button.

3. Press the [*] button to delete the WEBOOEV2 Keyfob.

To Delete a RADION Keyfob
1. Enter your Master Code, followed by [1] and the [#] button.
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7.2.6

7.2.7

7.2.8

7.2.9

2. Enter the RADION keyfob number (301 to 332) you want to delete, followed by the [#]
button.
3. Press the [*] button to delete the RADION Keyfob.

Change Domestic Phone Numbers

See also
—  Change Domestic Phone Numbers, page 45

Change Telco Arm/Disarm Sequence

See also
—  Change Telco Arm/Disarm Sequence, page 46

Setting STAY Mode 2 Bypass Zone

See also
—  Setting STAY Mode 2 Bypass Zones, page 47

Turning Outputs On and Off

If an output is programmed for remote operation, you can turn the remote output on or off
using this Master Code function or remotely using the A-Link Software or smartphone
application (RSC).

To use this Master Code function, you must program one or more of the outputs with these
Output Event Types, refer to Output Event Types, page 123.

Remote control output 1 = Output Event Type 2,8

Remote control output 2 = Output Event Type 2,9

Remote control output 3 = Output Event Type 2,10

Remote control output 4 = Output Event Type 6,2

Remote control output 5 = Output Event Type 6,3

Remote control output 22 = Output Event Type 7,4

To turn an output on from the codepad:

1. Enter your Master Code and press [5][AWAY]. Three beeps sound and the STAY and
AWAY indicators flash.

2. Enter the number of the output (1 to 22) and press [AWAY]. Three beeps sound and the
output turns on.

3. Repeat Step2 to turn on another output.

4. Press [AWAY] to exit from this function. Two beeps sound and the STAY and AWAY
indicators are extinguished.

Example

If Output 2 is programmed as 2,9,1,0,0,0 in Locations 442 to 447, the Master Code holder can

turn on this output by entering:

[2 580 5][AWAY][2][AWAY][AWAY]

To turn an output off from the remote codepad:

1. Enter your Master Code and press [5][AWAY]. Three beeps sound and the STAY and
AWAY indicators flash.

2. Enter the number of the output (1 to 20) and press [STAY]. Two beeps sound and the
output turns off.

3. Repeat Step2 to turn off another output.
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7.2.10

7.2.11

7.2.12

7.2.13

7.3

7.3.1

4. Press [AWAY] button to exit from this function. Two beeps sound and the STAY and AWAY
indicators are extinguished.

Example

If Output 2 is programmed as 2,9,1,0,0,0 in Locations 442 to 447, the Master Code holder can

turn off this output by entering:

[2 580 5][AWAY][2][STAY][AWAY]

Setting the Date and Time

Use this function when the date and tim